Temaer som KAN dukke opp på eksamen.

Kapittel 1:

* PAN, LAN, MAN og WAN
* P2P vs Client/Server arkitektur
* NOS

Kapittel 2:

* Server editions
* System Insights
* Windows Admin Center
* Kubernetes/Docker-teknologi

Kapittel 3:

* Desktop Experience vs Server Core
* WDS
* Clean install vs in-place upgrade

Kapittel 4:

* Device manager inkl drivere og driversignering
* Services inkl startup typer

Kapittel 5:

* Egentlig hele kapittelet, nevner:
* AD-struktur( Forests, domains og childdomains, sites, functional levels, trusts)
* DNS (Zones, records osv)
* Operation Masters (hvilke, forest eller domene, ansvarsområder)
* OU vs Containers
* Delegation of control
* Brukere (og brukerprofiler), og grupper(group scopes, AGDLA osv)

Kapittel 6:

* Server Manager
* De forskjellige roller man kan installere på en server (som er nevnt i boka)
* Certificates – Bruksområder
* Remote Access vs Remote assistance vs Remote Desktop Connection
* RSAT
* Bruker rettigheter / NTFS rettigheter / share

Kapittel 7:

* Group policies: Hva er det, hvorfor skal vi bruke det, hvilke nivåer kan vi linke de til (og eventuelt ikke).
* Linking av GPO
* Filtering av GPO

Kapittel 8:

* Virtualisering: Hva er det, hvilke fordeler (ev ulemper) har det?
* Type 1 vs type 2 hypervisors
* Checkpoints
* Virtuell Disk
* Virtuell Switch

Kapittel 9:

* Basic forskjell DAS, NAS, SAN
* Deduplisering
* Storage tiering
* RAID
* Basic vs dynamic disks

Kapittel 10:

* Hardware (må vel være repetisjon fra tidligere emne)
* Tools: PerfMon, Resource Monitor, Task Manager.

Kapittel 11:

* WSUS
* Event viewer
* Oppstartsfasene
* Clustering
* Folder redirection
* Backup (Full, inc, diff)